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CHAPTER 1

INTRODUCTION

1.1 Background

As we all know, each individual has his own special characteristics that no
one have. These characteristics are indeed important in recognizing and
authenticating individuals. Since authentication of individuals has rapidly become an
important issue nowadays, researchers have carried out a lot of research in this
biometric field using those special characteristics of each individual for

authentication.

Biometric field research includes hand geometry, face prints, fingerprints,
voiceprints, signatures and non-retinal blood vessel analysis. Biometrics has been
widely used in physical access control applications. Unlike personal identification
number of pin, biometric features are something about the characteristics of a person.
Biometric features are used to provide an enhanced level of security and
identification. Signature are one of the most popular and reliable biometric features

for verifying a person’s identity.



Signature verification is a project, which will focus on verifying a signature
whether it is a genuine signature or a forged signature by an imposter. For signature
verification, it involves two different types on input of signature, online and offline.
Offline (static) signature verification takes as input the image of a signature and is
useful in automatic verification of signatures found on bank checks and documents.
Online (dynamic) signature verification uses signatures that are captured by pressure-
sensitive tablets that extract dynamic properties of a signature in addition to its
shape. In this project, focus will be given on the online signature input where the
input of signature is of real time through the digitizing tablet connected to a
computer. These signatures will create its own measurement of location in an x-y

coordinate, velocity and pressure.

In this project, the real time input will be stored in a signature database.
These inputs of signatures will be processed through data pre-processing involving
size normalization and re-sampling of the data points that make up the whole
signature. This data pre-processing has made work easier for future extraction. In
feature extraction, the feature of each data point in the signature will be extracted and
these features will show the signature characteristics such as displacement, pressure,
direction, directions of strokes and curvature of strokes. The Support Vector Machine

(SVM) to verify signature in the future.



1.2  Objectives

To achieve the goal of this project and objectives is defined as a guided:-
i.To integrate software that recognize signature for personal identification by
using Microsoft Visual Basic 6.0
ii.To write a program to ensure the lock is functioning.

iii.To design a keyless door by using signature verification system.

1.3  Scope Of The Project

The scope of this project is to developed software Microsoft Visual Basic 6.0
to recognize signature for personal identification. The signature data recorded with
an electronic tablet or digitizer will be sent to a recognizer that will check the
similarity of the writer’s signature. After the input signature image has been
recognized, all the information of that input image will be stored in database as
authorized user. This is a process of verifying the writer’s identity by using signature

recognition as a key to the electronic lock.

Beside that, this project is improving the classifier and classification module
using Support Vector Machine to classify signature either genuine or forgery
signature. Implementing SVM in this project requires a specific program for it to
work properly on verifying signature. SVM is actually a supervised training
algorithm in which has to be trained first before it can be used for verifying
signatures. The electronic key only can function when it receives the genuine

signature.



1.4 Problem Statement

Many of the applications for identity authentication use a password or a pin
code. Other types of authentication (signature, face and eye recognition) are more
complicated. The modern society has come to rely heavily on cards, passwords and
PIN when it comes to the safe guarding of resources and privacy, but as we all know
these can sometimes be lost, stolen, cracked or simply forgotten. The particular
biometrics system will develop based on Dynamic Signature Verification; Real Time
Signature Recognition is chosen to overcome this problem. This project is also to
avoid common problem when using a key to lock or open the door. The common
problems such as the key are missing, stolen so that can be duplicated. By using
electronic lock using real time signature recognition, these problems may not occur

and can be solved.

Signature verification is one of the biometric strategies. The technique is far
sophisticated than a simple analysis of a finished signature. As a person signs on a
pressure-sensitive tablet, the software records the character shape, writing speed,

stroke holder, off tablet motion, pen pressure and timing.



1.5 Report Structure

This thesis consists of 5 chapters.

Chapter 1 will includes the background, objective, problem statement, all the

necessary scope of work regarding the project.

Chapter 2 is a literature review on theoretical concepts applied in this project.
This chapter will explain and discuss about the project and the component that use in

this project.

Chapter 3 will discuss about the project methodology and introduces the
construction of the project, which involves hardware development and software
development. This chapter will explain about the approach taken in order to achieve

the objectives of the project and a closer look on how the project is implemented.

Chapter 4 will describe the final outcome of this project and analysis that
have been done to justify its function and to make sure it meets the objectives of

project.

Chapter 5 will conclude the project and how it can be improved for further

development.



CHAPTER 2

LITERATURE REVIEW

2.1 Introduction

Basically this chapter will reveal the knowledge pertaining this field of
project in which is gained through a lot of resources such as reference books, papers,
journal, articles, conference articles and documentations regarding applications and

research work.

2.2 Literature Review On Related Project

Nowadays, a lot of researchers have carried out researchers on signature

verification, which has become an active topic of biometric fields. A wide range of

methods has been tried out to make signature verification research to success.



2.2.1 Literature Review On Signature Verification

Abdul Fadlil, Marzuki Khalid, Rubiyah Yusuf, Sairin Salleh, Nazaruddin
Omar, Abddul Raof Mat Shaari, “High Performance Signature Verification Based
On Two-Classifier Modules.” This paper proposes a new strategy by combining two
classifiers based on local and global features captured include various aspects of
signature shape and dynamics. This system uses two kinds of local features based on

time and strokes.

Xuhong Xiao & Graham Leedham, “Signature Verification by NN with
selective attention and small training set” presented that 1% is to locate the
differences between the input signature and store the genuine signature by comparing
local features, analyzing the stability on these features in genuine samples and judge

whether the differences essential or accidental.

Dr. Mohan Krishnan, “A neural network based on-line signature verification
system” This paper propose on dividing the project into 2 main parts, which are the
development of neural network architecture and modalities of training and also the
adaptation of dynamic time wraping algorithm to formulate a new method foe

enabling consistent segmentation of multiple signatures from the same writer.

Vishvjit S Nalwa. ” This system works by capturing velocities at each point.
Author stresses, however, that one cannot exclusively depend on them because pen
dynamics are not reliably consistent even from one signing to another. Velocities are
hard to copy however, so they make good forgery detectors. It is still necessary that
the shapes of the signatures correspond for the signature to be genuine. Look at both
local and global models. Weighted and biased harmonic mean as a way of combining

errors from multiple models.”



2.2.2 Literature Review on Support Vector Machine

Rychetsky (2001) "Support Vector machines (SVM) is a new statistical
learning technique that can be seen as a new method for training classifiers based on
polynomial functions, radial basis functions, neural networks, splines or other
functions. Support Vector machines use a hyper-linear separating plane to create a
classifier. For problems that can not be linearly separated in the input space, this
machine offers a possibility to find a solution by making a non-linear transformation
of the original input space into a high dimensional feature space, where an optimal
separating hyperplane can be found. Those separating planes are optimal, which
means that a maximal margin classifier with respect to the training data set can be

obtained.”

Cortes and Vapnik (1995) "The support-vector network is a new learning
machine for two-group classification problems. The machine conceptually
implements the following idea: input vectors are non-linearly mapped to a very high-

dimensional feature space. In this feature space a linear decision”

Cristianini and Shawe-Taylor (2000) "Support Vector Machines (SVM) are
learning systems that use a hypothesis space of linear functions in a high dimensional
feature space, trained with a learning algorithm from optimisation theory that

implements a learning bias derived from statistical learning theory”

D. Zhang and A.K. Jain “Support Vector Machines (SVM) is very popular
since a few years. As they provide very good results for various pattern recognition
problems, they also seem to be a good choice for online signature verification.
Compared to most methods used for signature verification such as Hidden Markov
Models (HMM) or Dynamic Time Warping (DTW), SVM, which are based on the
principle of structural risk minimization, have various advantages such as a convex
objective function with very fast training algorithms. On the other hand, SVM
typically are applied to data sets containing feature vectors of fixed length and not to
problems dealing with time series of variable length such as in online signature
verification. In the following, the terms time series and sequence will be used

equivalently.



Clauss Bahlman, Bernard Haasdonk and Hans Burkhardt. “Online
Handwriting Recognition with Support Vector Machine A-Kernel Approach, “This
paper reviews the classification techniques into 2 arts where the Bayesian
classification for generative and Support Vector Machine classification for
discriminative. It uses the new SVM kernel which is the Gaussian Dynamic Time

Warping Kernel.

2.3  Development Tools

Basically, there are four important tools that enable this project to meet its
objectives. The tools are:

a. Microsoft Visual Basic 6.0

b. Digitizing Tablet

'8 Data Acquisition Card

d. Electronic Lock

2.3.1 Microsoft Visual Basic 6.0

Microsoft Visual Basic 6.0 is the programming tool used in this project.
Microsoft based Visual Basic on programming language written for beginners are
called BASIC (Beginner’s All Purpose Symbolic Instruction Code). The BASIC
programming language was developed at Darmouth College in the mid 1960’s by
professors John Kennedy and Thomas Kurtz, as a vehicle to be used to teach

programming. BASIC has been around for more than 35 years in one from another.

Since the beginners are developing a programming language that beginners
could use, a BASIC like language can be both simple to understand and yet powerful

at the same time.
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