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ABSTRACT 

Generally, with the inclusion of new features in each successive generation of 
Windows, it was discovered that its security decrease. Therefore this research was 
carried out to overcome this problem which results with the development of Secure 
Windows Environment and Application Blocker (SWEAB). SWEAB is a Windows 
resources restriction security application. The goal of this project is to develop a 
security application for home users, IT colleges, universities or private companies by 
providing tighter security implementation for Windows XP operating system. 
SWEAB system was programmed to edit the Windows Registry to restrict user from 
accessing the Windows resources. The prototyping method is used in developing the 
project as it is an essential element of an iterative design approach, where designs are 
created, evaluated, and refined with the results of testing at each cycle feedmg into 
the design focus of the next cycle. The waterfall model has been chosen as project 
methodology because its deliverables of every stage matches the project milestone 
requirement. The SWEAB project development is grouped into five major phases: 
Planning, Analysis, Design, Implementation and Design. The SWEAB system 
supports the following scopes: Program blocker to block Instant Messaging, restrict 
access Windows resources and provides folder protection. SWEAB system will 
increase the Windows XP security. and provides. easy usage. It is efficient to use as it 
"Windows Configurator", "Folder Guard" and chat blocker features. 
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